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Overview 

You have multiple VLANs, and have a mixture of devices with BIOS and UEFI and need to boot 

them from the network using PXE from the 10ZiG Manager or a WDS server. 

  

Prerequisites 

• The 10ZiG Manager boot server or a Windows Deployment Server. 

• A Microsoft DHCP server (does not have to be running on the same server as WDS). 

• Have the DHCP server’s IP as a helper address on your network switch for each VLAN 

you want to boot. 
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Defining DHCP Vendor Classes 

Firstly, we need to define the vendor classes for the BIOS PXE Client x86 and the UEFI 

PXEClient x64 (10ZiG model 6000 clients). To do this: 

1. Go to DHCP, right-click on IPv4. 
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2. In the DHCP Vendor Classes window, click Add. 

 

3. For the Name enter PXEClient (UEFI x64). 

4. For the Description enter whatever you want. 

5. Under the ASCII text enter PXEClient:Arch:00007 (you will not be able to paste this 

text, and it’s also case-sensitive. 
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6. Click OK to add it to the list. 

7. Finally, repeat steps 2 – 6 for PXEClient (BIOS x86 & x64) 

with PXEClient:Arch:00000 (five zero’s) as the ASCII value. 

You should now have two additional vendor classes. 
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Creating the DHCP Policies 

Now we need to create policies in DHCP so that the correct files are served to the correct clients. 

You will need to do this for each DHCP scope that contains potential PXE boot clients. 

1. Go to DHCP and expand the scope you wish to create a policy for. 

2. Right-click on Policies and choose New Policy. 
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3. Enter 10ZiG PXEClient (UEFI x64) for the name. 

 

4. Enter a Description or leave it blank. Click Next. 
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5. On the Configure Conditions for the policy screen, click Add. 

 

6. In the Add/Edit Condition window, click the Value: drop down menu. 

7. Choose the PXEClient (UEFI x64) vendor class you created earlier. 
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8. Tick the Append wildcard(*) check box and then click Add and then Ok. 

 

9. On the Configure Conditions for the policy screen, click Add again. 

10. From the Criteria: drop down menu, choose MAC Address in order to specify a 

wildcard match for 10ZiG thin client MAC addresses. 
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11. Enter “00e0c5”, tick the Append wildcard(*) check box, and then click Add and finally 

Ok. 

 

12. The Configure Conditions for the policy screen should appear as pictured below.  Make 

sure the AND radio button is ticked and then click Next to proceed 
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13. On the Configure settings for the policy screen, click No for the Do you want to 

configure an IP address range for the policy. Click Next. 

 

14. On the Configure settings for the policy screen, search for options 066 and 067. 

15. Tick option 066 and enter either the FQDN or the IP address of the 10ZiG Manager 

server or WDS server if using WDS for PXE booting. 

16. Tick option 067 and enter just pxelinux.efi if you will be using the 10ZiG Manager’s 

boot server or boot\x64uefi\pxelinux.efi for x64 UEFI boot file on WDS. Click Next. 
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Please Note: If using WDS and the WDS services are on the same machine as the DHCP 

server, you will need to set option 060. This is unnecessary if using the 10ZiG Manager’s 

boot server or WDS services reside on a different server than DHCP. 

17. If applicable, Tick option 060 and enter PXEClient. 

18. On the Summary screen, if all the details are correct, click Finish. 
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19. Finally, repeat steps 2 – 14 once again for PXEClient (BIOS x86 & x64) 

with pxelinux.0 as option 067 if using the 10ZiG Manager’s boot server or 

boot\x64uefi\pxelinux.0 if using WDS and leave option 060 empty. 

 

20. Lastly, verify that the policies for the scope have been activated.  If not activated, right-

click on the Policies and select Activate.  The policies should take effect and properly 

dish out the correct options with the appropriate filtering. 
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Repeat the above for each VLAN you wish to PXE boot from. 

Now in DHCP, if you expand the Scope Options folder you should see the new options you just 

created and under policy name should be the names of the policies you just created. You should 

be able to boot both a UEFI and BIOS devices from the network. 
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Setting up WDS for PXE booting 10ZiG Recovery Image 

You will need copy the PXE boot files from the 10ZiG Manager’s installation path to the 

appropriate boot architecture folder on the WDS server. 

1. Locate the TFTPRoot subfolder in the 10ZiG Manager installation path.  This is 

typically C:\Program Files (x86)\10ZiG\10ZiG Manager\TFTPRoot. 

2. Copy all the contents of the TFTPRoot subfolder including the pxelinux.cfg folder to the 

WDS boot folder for the x64uefi architecture.  In a stock vanilla WDS setup, this path 

could be C:\Remote Install\Boot\x64uefi. 
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3. In the ..\Boot\x64uefi\pxelinux.cfg path, we need to delete the default file and rename 

the recovery.cfg to default. 

 

  

Please note, if DHCP is installed on the same server as WDS, you will need to check both the 

Do not listen on DHCP ports and Configure DHCP options to indicate that this is also a 

PXE server options. 

  

  

 


